Quarterly ChemLock Trainings Available

Quarterly ChemLock Trainings

CISA’s ChemLock program provides the ChemLock: Introduction to Chemical Security training course quarterly on a first-come, first-serve basis. This course provides an introduction to identifying, assessing, evaluating, and mitigating chemical security risks. This easy-to-understand overview identifies key components and best practices of chemical security awareness and planning to help kick start chemical security discussions at your facility.

This course runs 1 to 2 hours and is appropriate for all personnel regardless of their level of involvement with dangerous chemicals.

- Register for October 13, 2022 – 11 am-1 pm ET
- Register for January 11, 2023 – 3-5 pm ET
- Register for April 12, 2023 – 1-3 pm ET
For more information or to request a specific training for your facility, please visit the ChemLock Training webpage.

**Region 8 ChemLock Webinars**

CISA Region 8 (Colorado, Montana, North Dakota, South Dakota, Utah, and Wyoming) and CISA Chemical Security cordially invite you to our ChemLock Webinars on July 26, 2022, at 2pm – 3 pm MT and August 2, 2022, at 2 – 3 pm MT.

**ChemLock: Know Your Chemicals. Lock in Your Security Posture.**

More than 96% of all manufactured goods depend on chemicals in some way. These chemicals are used, manufactured, stored, and transported across global supply chains, forming the bedrock of industries that touch nearly every aspect of American life, from microchips to food processing. Everyone who interacts with these chemicals has a role to play in understanding the risk and taking collective actions to prevent chemicals being weaponized.

During this webinar, we will discuss the ChemLock Program, which provides tools and services at no cost. Facilities that possess dangerous chemicals can use ChemLock to better understand the risks they face and improve their chemical security posture in a way that works for their business model.

**Event Information**

There are two offerings of this webinar, please click the date below to register.

- **July 26, 2022, at 2 – 3 pm MT**
- **August 2, 2022, at 2 – 3 pm MT**

**Intended Audience**

Chemical manufacturers and affiliates, chemical distributors, Local Emergency Planning Committee (LEPC) members, chemical associations, emergency managers, public/environmental health professionals, HAZMAT, law enforcement, first responders, and private and public sector critical infrastructure owners and operators.

*Registration is required*

For more information, contact us at CISARegion8Outreach@cisa.dhs.gov.

**Learn More Here**

**Alerts & Announcements**
NECP Webinar: How is 5G Impacting Emergency Communications?

On Wednesday, June 29th, CISA’s Emergency Communications Division (ECD), in partnership with the National Risk Management Center (NRMC), hosted an Implementing the National Emergency Communications Plan (NECP) webinar entitled, “How Is 5G Impacting Emergency Communications?” More than 420 representatives from varying levels of government, public safety disciplines, and the private sector joined to learn more about emerging technologies enabled by 5G and their impact on emergency communications.

If you missed the webinar and would like to receive a copy of the slide deck, please send a request to necp@cisa.dhs.gov. For more information on upcoming webinars from the Implementing the NECP series, visit cisa.gov/necp-webinars.

Learn More Here
CISA Region 8 Offers Active Shooter Preparedness Webinar
Tuesday, August 2, 2022 10:00 a.m. Mountain Time (12:00 p.m. EDT)

THIS IS NOT A TACTICAL TRAINING COURSE

The Cybersecurity and Infrastructure Security Agency, Region 8 (Colorado, Montana, North Dakota, South Dakota, Utah, Wyoming) invites you to join a two-hour security webinar to enhance awareness of and response to an active shooter event.

Preparing employees for a potential active shooter incident is an integral component of an organization's incident response planning. Because active shooter incidents are unpredictable and evolve quickly, preparing for and knowing what to do in an active shooter situation can be the difference between life and death. Every second counts.

Objectives:

- Discuss the elements of active shooter incident response planning with guidance from expert
- Describe common behaviors, conditions, and situations associated with active shooter
- Discuss how to recognize potential workplace violence
- Provide information about best practices, communications protocols, and resources that will assist stakeholders to develop or enhance their emergency planning, preparedness, and response to active shooter incidents.

Understanding Liability and Risk Exposure:

The webinar focuses on providing awareness training that supports the development of emergency action planning capabilities. These capabilities may better position organizations in receiving important legal liability protections from the DHS Support Anti-Terrorism by Fostering Effective Technologies (SAFETY) Act of 2002. To learn more about the SAFETY Act and the types of products, services, and layered security programs that have received protections, visit safetyact.gov.

Who Should Participate?
Private and public organizations
Corporate and facility security professionals
Supervisory first responders
Human resource managers
Community response officials
Health organizations
Faith-based leaders
School administrators and security officers
Homeland security representatives

DHS Resources

Products and information can be requested by email at ASworkshop@cisa.dhs.gov

For more information and resources on Active Shooter Preparedness visit: cisa.gov/active-shooter-preparedness.

Note: The information (link) to connect the day of the webinar will be available as soon as you register. The link will also be sent by email.

Social Media

Help CISA spread the word about upcoming events and new resources by sharing the following posts via your social media channels. Follow @CISAgov to learn more about cybersecurity tips and efforts. Thank you for your support!

- Don't forget to check out the new infrastructure dependency primer. Find out more here: cisa.gov/idp.
- Want to learn more about recent cybersecurity alerts? Check out @CISAgov's National Cyber Awareness System: cisa.gov/uscert/ncas/alerts.
- @CISAgov encourages stakeholders to remain vigilant when accessing information online. For the latest internet protocol guidance, click here: cisa.gov/tic.
To access past editions of the CISA Community Bulletin newsletter, please visit the [CISA Community Bulletin archive](https://www.cisa.gov/community-bulletin).