The mission of the Cybersecurity and Infrastructure Security Agency (CISA) is to lead the national effort to understand and manage cyber and physical risks to our critical infrastructure.

CISA acts as a central coordinator of analysis, planning, and response working with partners to defend against today’s threats and collaborating to build more secure and resilient infrastructure for the future.

**CRITICAL INFRASTRUCTURE**

There are 16 critical infrastructure sectors whose assets, systems, and networks, whether physical or virtual, are considered vital to the United States:

- Chemical
- Commercial Facilities
- Communications
- Critical Manufacturing
- Dams
- Defense Industrial Base
- Emergency Communications
- Energy
- Financial Services
- Food & Agriculture
- Government Facilities
- Healthcare & Public Health
- Information Technology
- Nuclear Reactors, Materials, and Waste
- Transportation Services
- Water and Wastewater Systems

**REGION 10 PARTNERS**

CISA’s 10 regional offices lead and support public and private sector partners in developing and maintaining secure and resilient infrastructure. In Region 10, staff build partnerships with communities and organizations in Washington, Oregon, Idaho, Alaska.

Together with our partners we:

- Support protection, prevent, mitigation, response, and recovery efforts for threats and hazards impacting critical infrastructure

**R10 AT-A-GLANCE**

**Serving:** Washington, Oregon, Idaho, Alaska

**Regional Office:** Seattle, Wash.

**Coverage Area:** 4 states, 271 Tribal Nations

**Estimated Population:** 14,351,240

**Key Facts:**

- The largest geographic region comprised of over 24 percent of the total land surface area.
- Home of major aerospace and technology companies.
- Location of some of the largest earthquakes in the world and susceptible to 9.0 magnitude earthquakes and 2 subduction zones.

**Contact us:**

- Visit: [https://www.dhs.gov/cisa/cisa-regional-offices](https://www.dhs.gov/cisa/cisa-regional-offices)
- Email: CISARegion10@hq.dhs.gov
- Guide owners of soft targets and crowded places facilities in improving security and safety protocols
- Conduct and integrate infrastructure assessments and analysis, including dependencies and cascading effects, on critical infrastructure to influence risk management decisions and investments
- Facilitate information sharing between public and private sector critical infrastructure partners
- Enhance election infrastructure security and other critical infrastructure cyber systems
- Improve situational awareness of cybersecurity risks and incidents

REGIONAL SERVICES

Event Support:
R10 staff provide risk assessments, security-focused strategic planning expertise, threat and hazard information, and on-site support for events as requested by state and local partners.

Chemical Security:
Chemical Security Inspectors perform regulatory activities for high-risk chemical facilities under CISA’s Chemical Facility Anti-Terrorism Standards (CFATS) program.

Training and Exercises:
R10 staff facilitate or deliver training and exercises on topics that include Election Security, Supply Chain, Soft Target Security, Cybersecurity, Incident Support, Emergency Communications, and Active Shooter Preparedness.

Assessments:
Protective and Cybersecurity Advisors analyze threats, identify vulnerabilities and conduct assessments to provide thorough security reviews of critical infrastructure facilities including an overview of available DHS services.

Incident Support and Analysis:
R10 staff provide pre-and-post-incident analysis, assessment, and stakeholder communication to support strong decision-making and improved resilience.

Federal Facility Security:
R10 staff work closely with Federal partners in the region to implement the Interagency Security Committee security standards and best practices for nonmilitary federal facilities.

ADD CISA REGION 10 TO YOUR TEAM
To learn more about CISA services across the Rocky Mountain Region and to request a Protective Security Advisor (PSA), Cybersecurity Advisor (CSA), Emergency Communications Coordinator (ECC) or Chemical Security Inspector (CSI) to meet with your organization, please contact us:

E-mail Inbox: CISARegion10@hq.dhs.gov
For media inquiries: CISAmedia@cisa.dhs.gov
Region 8 Webpage: https://www.dhs.gov/cisa/cisa-regional-offices