Trainings

All Cybersecurity and Infrastructure Security Agency (CISA) election security training offerings can be tailored to meet your unique needs and interests. Trainings are available in-person and virtually. If needed, CISA can provide an online platform for virtual sessions. The sessions run 30-90 minutes each. To request a training, email: electionsecurity@hq.dhs.gov or contact your Regional CISA office.

CISA Election Security Overview
Overview of election security risk landscape and CISA’s role in assisting election stakeholders to manage risk and strengthen resilience in elections infrastructure.

Election Security: Building Trust through Secure Practices
Identifies election security best practices that can help build public trust in elections and combat misinformation.

Election Security Risk in Focus: Ransomware
Overview of ransomware including attack vectors and impacts with an emphasis on election infrastructure related risks and available resources.

Election Security Risk in Focus: Phishing
Overview of phishing including types, detection, and impacts with an emphasis on election infrastructure related risks and available resources.

Exercises
CISA offers free cyber and physical exercise services to enhance security and resilience of election infrastructure. Exercises, such as tabletops, provide stakeholders with mechanisms to examine plans and procedures, identify areas for improvement, share best practices, and enhance preparedness against threats to election infrastructure, including cyber attacks and physical threats such as civil unrest or threats to election officials. Interested? Contact: CISA.Exercises@cisa.dhs.gov

electionsecurity@hq.dhs.gov
cisa.gov/election-security