
For NIAC June 24 Business Meeting 
Agenda Items on Next Topics: 
 
Potential Study Topic 1: Developing Future Focus 
Priorities and Consideration of Previous Study 
Process Successes 
Objective:  Provide the new administration with an analytically informed list of 
recommended study topics that could be considered for the 2017–2018 NIAC study cycle 
and make future reports even more impactful through a brief, retrospective look at past 
studies.   

• Consider new areas for future studies based on trends, known gaps, and vulnerabilities. 
Provide a report to the President that delivers an analytically informed list of recommended 
study topics to inform the next administration. 

• Review past studies and report recommendations to produce recommendations to improve 
the development of future studies and make them EVEN more impactful.  

• Provide a brief summary review of the NIAC’s past studies and recommendations. 
• Capture lessons learned and best practices. 
• Consider establishing a recommended process or methodology for future reports. 

 



Potential Study Topic 2: Addressing Cyber Threats 
With and Without Physical Consequences to Critical 
Infrastructure  
Objective:  Provide recommendations to the President outlining what 
would be most helpful to the 1) Federal Government and 2) private 
sector in addressing cyber threats to critical infrastructure in a more 
streamlined, integrated fashion across the Federal Government and 
especially with the private sector.   
• Build on work previously completed in the NIAC’s 2007, “Convergence 

of Physical and Cyber Technologies and Related Security Management 
Challenges” report. 

• Gather feedback from Federal agencies and leverage the Council’s strong 
connections with public and private sector partners to obtain feedback 
and insights on best practices and recommended courses of action.   
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